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(57) ABSTRACT

Disclosed are security articles and methods and systems for
authenticating security articles using a plurality of stimuli.
According to one embodiment, an illustrative secured article
includes an embedded feature wherein differential activation
of phosphorescent or fluorescent materials creates a machine
readable response through the simultaneous presence of a
source of electromagnetic radiation and a specific gas envi-
ronment. A detector detects a differential spectral emission
across the security feature that results from the change in gas
environment. The spectral emission may be compared to an
expected emissive signature to determine authenticity of the
security article.
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1
GASOCHROMIC FIBERS AND INCLUSIONS
FOR SECURITY ARTICLES

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application is a continuation-in-part of earlier filed
U.S. patent application Ser. No. 14/179,833, filed Feb. 13,
2014 which is a continuation-in-part of earlier filed U.S.
patent application Ser. No. 13/012,412, filed Feb. 4, 2011
which claims priority from earlier filed U.S. Provisional
Application No. 61/301,340, filed Feb. 4, 2010.

BACKGROUND OF THE INVENTION

The present invention relates generally to gas activated
detectable security markings. More specifically, the present
invention relates to thin form factor security articles for
embedment in substrates, the security articles having light
absorption and emission characteristics that change upon
exposure to a specific gas environment.

Counterfeiting and forgery have become significant con-
cerns in the modem economy and marketplace. Advances in
computing technology and printing techniques have
increased the incidence of forgeries, counterfeited docu-
ments, and other fraudulent activities. Countless areas of
today’s high-technology society require and rely upon cer-
tification, authentication and protection of highly valuable
documents, papers, currency and other materials. Thus, there
is a need for security markings to be incorporated into
currency, important documents, packaging, and other
authentic materials to prevent unauthorized copying, forg-
ing, counterfeiting and other fraudulent use.

A similar problem exists in a variety of contexts. In
addition to protecting against counterfeit currency, authen-
tication of valuable documents or materials also affects
many facets of the economy. Authentication stamps such as
visas or postmarks, for example are subject to fraudulent use
and forgery. Also a wide variety of products and consumer
goods may be created as knock-offs cheap replacements or
gray market goods. Notaries public use a raised stamp to
authenticate notarized documents. Drivers’ licenses, pass-
ports and other photographic identification contain holo-
grams and microprinting. Sporting memorabilia and retail
clothiers use holographic tags and stamps to assist in prov-
ing authenticity. Even fashion designers are now including
authentication devices in their clothing to prevent passing
off of knock-offs as designer products.

Current methods of authentication of currency involve
visual observation, scanning under ultraviolet lamps, notes
containing security threads, and emissive materials such as
inks and planchettes. Such security threads emit a distinct
marking, color or code in response to exposure to the
ultraviolet light. In some circumstances, the emissive fea-
tures of different denominations of notes can emit different
colors. In addition to the colors of the emission, a code
number or other unique identifier can be detected by the
naked eye when the note is exposed to ultraviolet light or
excitation of some form.

A disadvantage to most of the traditional security features
is that they are visible and known to the world. If a
counterfeiter is aware there is a security thread in a bill or a
watermark in a document, replication of the security feature
is easier. Once a feature is made known to the public, a
counterfeiter may begin to develop specific strategies and
solutions to overcome the security protections provided by
the specific feature. Methods of creating and perfecting
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forgeries and counterfeit documents have become easier and
more available with the advent of highly sophisticated
computer printing and processing. As far back as 1991, the
United States Treasury has continually added security safe-
guard features to the denominations of currency in an
attempt to combat the use of counterfeit money. These
safeguards have included watermarks, security threads
embedded in the paper, microprinting, color-shifting ink,
and the use of multi-colored bills.

Accordingly, a need exists for security features that fur-
ther reduce a counterfeiter’s likelihood of success, even if
they are aware of the existence of the security feature. There
is a further need for embedded covertly encoded markings,
formed from at least one emitter that responds differently
when exposed to two varied stimuli to create a machine
readable response that cannot be detected by the human eye.

BRIEF SUMMARY OF THE INVENTION

Embodiments of the invention include security articles
and methods and systems for authenticating security articles
using a plurality of stimuli. According to one embodiment,
an illustrative security feature includes activation of phos-
phorescent or fluorescent materials by the simultaneous
presence of a source of electromagnetic radiation and a
specific gas environment. Thus, the radiation and gas serve
as first and second stimuli.

Security articles, such as those described herein, may
require more than one stimulus, e.g., application of both
light and a gas environment, to detect the authentication
feature. Further, such security articles may have security
features that can be used either publicly, covertly, or both,
i.e., having a first response for public access and a second
response for covert usage.

In one embodiment, the invention relates to a security
article. The security article can include a host material
comprising a gas-activated security feature incorporated
upon or within the host material, wherein the gas-activated
security feature is capable of emitting a spectral emission
that changes upon exposure to a change in gas environment
of the gas-activated security feature. The host material may
include a polymer, a paper or a fabric. The host material may
include a responsive portion and a non-responsive portion,
wherein the gas-activated security feature may be incorpo-
rated upon or within the responsive portion. The host
material may include a reference security feature. In such a
case, the security feature and the reference security feature
may emit different spectral emissions upon exposure to the
change in gas environment. Also, in such a case, the security
feature and the reference security feature may emit equiva-
lent spectral emissions upon exposure to the change in gas
environment. Still further, the response of the security
feature may indicate the porosity of the host material based
ion the response of the security feature.

The gas-activated security feature may include a material
selected from the group consisting of fluorescent material
and environment source for initiating a change in gas
environment of the gas-activated security feature; and a
detector for detecting a spectral emission of the gas-acti-
vated security feature resulting from the change in gas
environment. The electromagnetic radiation source may
include wavelengths selected from the group consisting of
infrared, visible, and ultraviolet. The gas environment
source may provide a gas environment selected from the
group consisting of inert gas, water vapor, oxygen, carbon
dioxide, chemical vapors, and human breath. The gas envi-
ronment source may provide a gas environment by change
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in pressure or density, or by application of a vacuum. The
detector system may further include a gas environment
altering device that removes gas from or injects gas into the
gas environment. The detector may be a spectrometer.

BRIEF DESCRIPTION OF THE DRAWINGS

These embodiments and other aspects of this invention
will be readily apparent from the detailed description below
and the appended drawings, which are meant to illustrate
and not to limit the invention, and in which:

FIG. 1 is an illustrative embodiment of the invention
showing a security article, an electromagnetic radiation
source, a gas environment source, and a detector in accor-
dance with an embodiment of the invention;

FIG. 2 is an illustrative graph of the spectral emission of
a security article in accordance with an embodiment of the
invention;

FIG. 3 depicts the application of a gas environment to a
security article in accordance with an embodiment of the
invention;

FIG. 4 is an illustrative graph of the spectral emission of
a security article in accordance with an embodiment of the
invention;

FIG. 5 depicts the application of a gas environment to a
security article in accordance with an alternate embodiment
of the invention;

FIG. 6 is an illustrative graph of the spectral emission of
a security article in accordance with the alternate embodi-
ment of FIG. 5;

FIG. 7 depicts the application of a barcode feature to a
security article in accordance with an alternate embodiment
of the invention;

FIG. 8 depicts the response of the feature of FIG. 7; and

FIGS. 9-10 depict a machine verification response; and

FIG. 11 depicts an embedded security feature in accor-
dance with an alternate embodiment of the invention.

DETAILED DESCRIPTION OF THE
INVENTION

The invention will be more completely understood
through the following detailed description, which should be
read in conjunction with the attached drawings. While
detailed embodiments of the invention are disclosed herein,
it is to be understood that the disclosed embodiments are
merely exemplary of the invention, which may be embodied
in various forms. Therefore, specific functional details dis-
closed herein are not to be interpreted as limiting, but merely
as a basis for the claims and as a representative basis for
teaching one skilled in the art to variously employ the
invention in virtually any appropriately detailed embodi-
ment.

Embodiments of the invention include fluorescent or
phosphorescent emissions from a security article upon the
application of a specific gas environment. Specifically,
application of a particular gas reveals unique spectral sig-
natures of a security article. In one embodiment, exposing
the security article to a gaseous excitation, i.e., a specific gas
environment, reveals a unique spectral emission by which
the security article may be authenticated. According to
embodiments of the invention, excitation of the security
article may include visible ambient light or sunlight, or may
include other light or electromagnetic sources such as ultra-
violet sources or infrared sources.

The specific gas environment to which the security article
may be exposed may include both a responsive gaseous

15

20

25

30

40

45

65

4

portion, which is capable of causing changes to the absorp-
tion or excitation of the security feature, and a non-respon-
sive gaseous portion, which does not cause such a response
to the security feature. According to one embodiment of the
invention, the gas used for excitation may be a non-toxic,
safe-exposure gas, such as an inert gas. According to other
embodiments, the responsive gaseous portion may include
water vapor, oxygen, carbon dioxide or other chemical
vapors, or human breath, which has depleted oxygen levels
compared to the atmosphere. Further, the responsive gas-
eous portion may be the result of a change in the gas
environment, such as a pressure or density change, e.g., by
creating a vacuum.

The security article may include one or more gas sensitive
materials, which may be disposed on or within a permeable
host material, such as a polymer material. The gas sensitive
material of the security article may be part of an ink, a
coating, a security thread, a planchette, a particle, a holo-
gram, or a windowed region in a document or banknote. The
light emission spectrum of the security article can extend
from the ultraviolet to the infrared, depending on the gas
environment. The excitation response of the gas sensitive
material is a result of the types of molecules used, the
bonding capabilities of the material to a host material, and
the permeability of the material to various gas constituents
of the host material.

In an exemplary embodiment the security article is an
inclusion for incorporation into a secure document or
banknote. The inclusion may be a thin flat paper strip, a thin
flat plastic strip or a planchette. In the case of the above, the
inclusion is preferably coated with one or more gas chromic
materials and possibly one or more other emitter materials as
is described herein. Further, the inclusion may be a particle
such as silica, zeolite or low density polystyrene. Still
further, the inclusion may be a polymeric fiber containing
one or more gas chromic materials and possibly one or more
other emitter materials as is described herein. In the case of
a polymeric fiber, the gas chromic and emitter materials may
be incorporated into the fiber by extrusion, dying or cata-
tonically dyed into a polymer such as a polyester thread.

The absorption characteristics of the gas sensitive mate-
rial change with exposure to a specific gas environment. The
change in the absorption characteristics may result in a
change of the visible color of the gas sensitive material. The
changes in the absorption characteristics may result with or
without the application of sources of light or electromag-
netic radiation in addition to or instead of ambient light or
sunlight. The light emission or color of the gas sensitive
material may change upon excitation with a stimulus from
an electromagnetic source, e.g., ultraviolet, visible or infra-
red. Thus, authenticity of a security article may be deter-
mined by measuring the intensity of the security feature’s
spectral emission or change thereof.

In addition, the gas sensitive material may have the
characteristic that it changes color upon a stimulus from an
electromagnetic source and has a relaxation or rate of
change back to its original color determined by the gas
environment. In other words, the light emission of the gas
sensitive material may have a lifetime that depends on the
specific gas environment or changes to the gas environment.
The gas-activated security feature may be in (1) an original
state prior to application of electromagnetic radiation and/or
a gas environment, (2) a gas-activated state simultaneous
with or after application of electromagnetic radiation and/or
a gas environment, or (3) reversion to an original state after
application of electromagnetic radiation and/or a gas envi-
ronment. The spectral emission may respond differently in
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the original, activated, and reversionary states. Thus, authen-
ticity of a security article may also be determined by
measuring fluorescence lifetime, i.e., a time response of the
security feature’s spectral emission or change thereof.

A detector system for analyzing the security features in a
security article may include an electromagnetic or light
excitation source, a device for spectral detection of absorp-
tion, color or emission, and a gas environment altering
device, such as a pump, nozzle or jet from a gas source. The
gas environment altering device may suck air away from
around the security article or may blow a specific gas
composition onto the security article. Alternatively, the gas
environment altering device may include a straw-like device
for blowing human breath onto the article. The detector
system may also be capable of measuring the time response
of the phase responses of spectral changes of the security
article, e.g., with respect to periodic excitation by light or a
gas environment.

The spectral emissions of a security article may be used
to identify and verify the authenticity of the article. A
spectral emission may be illustrated by showing the intensity
of the feature as a function of wavelength. A spectral
emission from a typical security feature yields a signature
having detectable characteristics or patterns across the
wavelength spectrum. According to one embodiment of the
invention, the security feature is enhanced such that excita-
tion of the feature creates a distinct spectral pattern that may
be analyzed to verify authenticity. If, upon scanning the
spectral emission of the article containing the feature, the
expected emissive signature does not match an expected
signature, the article may be a forgery or may have been
tampered with. If the signature matches the expected pattern
or value, the document may be authentic.

FIG. 1 is an illustrative embodiment of the invention
showing a security article, an electromagnetic radiation
source, a gas environment source, and a detector. The
security article 2 has a gas-activated security feature 4
incorporated upon or within a host material 6. An electro-
magnetic radiation source 8 directs electromagnetic radia-
tion to the security article 2 having a gas-activated security
feature 4. A gas environment source 10 initiates a change in
gas environment of the security feature 4. A detector 12
detects a spectral emission 14 that results from the change in
gas environment and/or simultaneous or subsequent expo-
sure to electromagnetic radiation.

FIG. 2 shows a spectral emission signature of a security
feature in accordance with an embodiment of the invention.
Specifically, FIG. 2 depicts the intensity of an emissive
response from two excitation forms—one optical, one opti-
cal and gaseous—as a function of wavelength. A first
spectral signature 16 is the result of optical excitation of the
security feature; application of the optical excitation results
in a higher emission over certain wavelengths. A second
spectral signature 18 results from the excitation of the
security feature with optical and gaseous exposure simulta-
neously. As shown in the graph of FIG. 2, the spectral
signature of the excitation including a specific gas environ-
ment results in a significantly higher emissive response. A
detector system, such as a spectrometer, may easily read the
higher intensity of the security article’s emission as part of
the authentication process.

FIG. 3 depicts the application of an optical and gaseous
excitation to a phosphorescent material. When exposed to
ultraviolet light or another type of electromagnetic radiation
and a specific gas from a jet 19, the phosphorescent material
20 exhibits a detectable intensity 21 in the region A to which
the light and gas are applied.
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According to another embodiment of the invention, dual
excitation materials or coatings may be included within
existing phosphorescent or fluorescent emissive security
features. FIG. 4 depicts a spectral graph (intensity versus
wavelength) in accordance with an embodiment of the
invention. A first spectral signature 22 exhibits a unique
signature under optical and gaseous excitation. The first
spectral emission of a chromophore, for example, yields a
signature having unique and definable features at given
wavelengths. In the example shown in FIG. 4, dips (absorp-
tion) and peaks (emissions) in the spectral emission occur at
a certain wavelengths. These dips and peaks are undetect-
able to the human eye; however, the feature is machine
readable, requiring only the use of a spectrometer or other
detector system. A second spectral emission 24 shows the
effect of the non-responsive portions of the gas environment,
thus highlighting the additional spectral signature, i.e., mea-
surable and quantifiable spectral shifts, obtained upon appli-
cation of optical and gaseous excitation in spectral signature
22.

According to an embodiment of the invention, a machine-
detectable security feature is included in a security article
such as a document, currency, or secondary packaging for
items such as tobacco, luxury goods, or pharmaceuticals.
The security feature may be, e.g., embedded within a
security thread, planchette or as part of an ink, resulting in
a visible change of the excited signature of the threads when
viewed using an ultraviolet source or lamp or other appro-
priate excitation source. Application of a specific gas envi-
ronment, however, may lead to both a color change in the
security feature as well as measurable and quantifiable
spectral shifts, as shown in FIG. 4. The security feature,
while undetectable to the naked eye under some circum-
stances, emits a specific and distinct color as well as a unique
spectral fingerprint under optical and gaseous excitation in a
specific gas environment. Choices in different phosphors
lead to different color and spectral emissions. The incorpo-
ration of a machine readable, covert feature may be imple-
mented without any change to the public perception of the
excited emission signature, thereby making forgery or dupli-
cation of the document more difficult.

In another embodiment a security feature may be altered
by over coating the feature with a gas impermeable ink as
shown in FIG. 5. First a security feature 40 having an
emissive property is printed using a gaschromic ink as
described above. The feature 40 is then over printed with a
clear, oxygen impermeable ink to form a pattern. Due to the
properties of the gaschromic ink, the overprinted layer 42
produces excitation contrast in the underlying feature when
the gas environment surrounding the feature changes, i.e.
when oxygen is introduced or removed. Other patterning
may be achieved by also including spectrally identical
emitters that are not gasochromic in order to create solid
images that will reveal encoded information upon changes in
molecular oxygen.

Using such a system, an existing emissive security feature
that is already in use as a public feature can be modified to
include a covert feature. A thin layer of gasochromic mate-
rial can be overlayed onto an existing security feature.
Further, a simple barcode can also be overlayed onto the
combined system using a clear gas impermeable ink. The
emission spectrum of the modified security feature in FIG.
6, contains the emission of the existing security feature
along with the gasochromic compound in the thin ink
overlay. The emission data also shows the response of the
feature when exposed to O, and to Ar. The emission of the
existing security feature is extremely stable and is insensi-
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tive to changes in the atmospheric environment while the
characteristic emission of the gasochromic emission exhibits
the expected behavior.

As described above, a security feature can be coated with
a gaschromic material and then masked and over printed
with a thin coating of a gas oxygen impermeable ink in order
to create a barcode pattern. An exemplary pattern is shown
in FIG. 7. The areas where the boxes appear are where the
gasochromic ink was not over coated and therefore remains
active to reveal the bar code after filtering and image
processing. The barcode was immediately apparent in the
presence of Ar and/or N, gas streams as shown in FIG. 8.

The security feature is also suited for high speed machine
verification where FIG. 9 shows the signals obtained in the
absence of gas and at 10 m/sec transport speed. While FIG.
10 depicts a response when a very low gas flow of N, was
incident on the UV illumination side of the note. This
remarkable result shows the world’s first and only demosn-
tration of a gas activated banknote security feature, fully
hidden, and measured at high transport speeds.

In another embodiment a security feature may be an
embedded inclusion as was described above. The embedded
inclusion is preferably formed to be significantly thin in at
least one dimension to allow it to be incorporated into a
substrate material such as a banknote or secure document.
Such an arrangement is depicted at FIG. 11 wherein a
substrate has numerous security inclusions incorporated
therein. In this arrangement as can be seen in the first pane
of FIG. 11, the security inclusions emit a first emission in
response to an excitation stimulus. Accordingly, a first
spectral signature 16 is the result of optical excitation of the
inclusion fibers; application of the optical excitation results
in a higher emission over certain wavelengths. As seen in the
second pane of FIG. 11, a second spectral signature 18
results from the excitation of the security feature with
optical and gaseous exposure simultaneously. As oxygen is
a quenching agent with respect to the gas chromic materials,
upon removal or displacement of the ambient oxygen, the
spectral signature of the excitation including a specific gas
environment results in a significantly higher emissive
response.

It is of further note that the embedded security feature can
be used to determine the average porosity of the substrate
material, banknote or secure document. The porosity of the
material will impact the response time and gas chromic
change of the embedded security feature as a result of the
ease with which the gas penetrates the pores of the substrate.
Based on monitoring the speed and intensity of the change
in the embedded feature, the relative porosity of the sub-
strate can be determined to further serve as a means of
verifying the authenticity of the substrate.

There are various classes of compounds that may exhibit
either an increase or decrease of electromagnetic radiation
emission, intensity changes, fluorescence, or other detect-
able changes upon exposure to a specific gas environment.
For example and without limitation, in one embodiment, the
following classes of compounds may be gas-activated in an
oxygen environment or other gas environment: platinum(Il)
or palladium(Il) porphyrins; platinum(Il) or palladium(II)
phthalocyanines or naphthalocyanines; ruthenium(Il) tris-
bipyridine type complexes; terbium(I1I) assorted complexes;
and perylene dyes. For example and without limitation, in
another embodiment, the following classes of compounds
may be gas-activated in a carbon dioxide environment or
other gas environment: hydroxypyrene trisulfonic acid
(“HPTS”) in wet polymer or sol-gel media. For example and
without limitation, in a further embodiment, the following
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classes of compounds may be gas-activated in a water
environment or other type of environment: ruthenium(Il)
tris-bipyridine type complexes; perylene dyes; and Reich-
ardt’s dye. In one embodiment, a water sensitive absorber
can be used to selectively block absorption or emission from
a fluorescent dye or other type of dye that is unaffected by
water.

While embodiments of the invention disclosed herein
describe detection of emissive features under the excitation
of light and gas sources, one skilled in the art should
recognize that advantages of the absorptive properties of a
gas sensitive material may be utilized as a security feature.
For example, according to another embodiment of the inven-
tion, a security feature may include phosphorescent material
having an absorptive spectral response at certain wave-
lengths under optical excitation. Application of a gaseous
excitation to the material results in the recovery of the
emissive intensity of the material.

While embodiments of the invention disclosed herein
describe detection based on specific responses to excitation
sources, one skilled in art should recognize that additional
parameters may be incorporated, such as the temporal decay
of emissions, the spectral signature of the host, and response
time and change in emission under gaseous excitation,
without deviating from the scope of the invention.

The aspects, embodiments, features, and examples of the
invention are to be considered illustrative in all respects and
are not intended to limit the invention, the scope of which is
defined only by the claims. Other embodiments, modifica-
tions, and usages will be apparent to those skilled in the art
without departing from the spirit and scope of the claimed
invention.

The use of headings and sections in the application is not
meant to limit the invention; each section can apply to any
aspect, embodiment, or feature of the invention.

Throughout the application, where compositions are
described as having, including, or comprising specific com-
ponents, or where processes are described as having, includ-
ing or comprising specific process steps, it is contemplated
that compositions of the present teachings also consist
essentially of, or consist of, the recited components, and that
the processes of the present teachings also consist essentially
of, or consist of, the recited process steps.

In the application, where an element or component is said
to be included in and/or selected from a list of recited
elements or components, it should be understood that the
element or component can be anyone of the recited elements
or components and can be selected from a group consisting
of two or more of the recited elements or components.
Further, it should be understood that elements and/or fea-
tures of a composition, an apparatus, or a method described
herein can be combined in a variety of ways without
departing from the spirit and scope of the present teachings,
whether explicit or implicit herein.

The use of the terms “include,” “includes,” “including,”
“have,” “has,” or “having” should be generally understood
as open-ended and non-limiting unless specifically stated
otherwise.

The use of the singular herein includes the plural (and vice
versa) unless specifically stated otherwise. Moreover, the
singular forms “a,” “an,” and “the” include plural forms
unless the context clearly dictates otherwise. In addition,
where the use of the term “about” is before a quantitative
value, the present teachings also include the specific quan-
titative value itself, unless specifically stated otherwise. As
used herein, the term “about” refers to a £10% variation
from the nominal value.
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It should be understood that the order of steps or order for
performing certain actions is immaterial so long as the
present teachings remain operable. Moreover, two or more
steps or actions may be conducted simultaneously.
Where a range or list of values is provided, each inter-
vening value between the upper and lower limits of that
range or list of values is individually contemplated and is
encompassed within the invention as if each value were
specifically enumerated herein. In addition, smaller ranges
between and including the upper and lower limits of a given
range are contemplated and encompassed within the inven-
tion. The listing of exemplary values or ranges is not a
disclaimer of other values or ranges between and including
the upper and lower limits of a given range.
While the invention has been described with reference to
illustrative embodiments, it will be understood by those
skilled in the art that various other changes, omissions
and/or additions may be made and substantial equivalents
may be substituted for elements thereof without departing
from the spirit and scope of the invention. In addition, many
modifications may be made to adapt a particular situation or
material to the teachings of the invention without departing
from the scope thereof. Therefore, it is intended that the
invention not be limited to the particular embodiment dis-
closed for carrying out this invention, but that the invention
will include all embodiments falling within the scope of the
appended claims. Moreover, unless specifically stated any
use of the terms first, second, etc. do not denote any order
or importance, but rather the terms first, second, etc. are used
to distinguish one element from another.
What is claimed:
1. A secured article, comprising:
a substrate; and
at least one security feature embedded in said substrate,
said security feature emitting at different wavelengths
when exposed to changes in gas environment,

wherein the security feature emits a first spectral emission
when exposed to excitation energy in a first gas envi-
ronment, said first emission changing to a second
spectral emission upon exposure to a change in said
first gas environment.

2. The secured article of claim 1 wherein the substrate
material comprises a banknote or a secure document.

3. The secured article of claim 1 wherein the substrate
material comprises paper.

4. The secured article of claim 1 wherein the security
feature is selected from the group consisting of: thin flat
paper strip, a thin flat plastic strip and a planchette.

5. The secured article of claim 4 wherein security feature
is coated with one or more gas chromic materials.
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6. The secured article of claim 1 wherein the security
feature is a particle formed from a material selected from the
group consisting of: silica, zeolite and low density polysty-
rene.

7. The secured article of claim 1 wherein the security
feature is a polymeric fiber.

8. The secured article of claim 7 wherein polymeric fiber
is extruded, dyed or catatonically dyed with one or more gas
chromic materials.

9. The secured article of claim 1 wherein the gas-activated
security feature includes a material selected from the group
consisting of fluorescent material and phosphorescent mate-
rial.

10. The security article of claim 1 wherein the gas-
activated security feature includes a material selected from
the group consisting of platinum(Il) or palladium(II) por-
phyrins, platinum(Il) or palladium(Il) phthalocyanines or
naphthalocyanines, ruthenium(Il) tris-bipyridine type com-
plexes, terbium(Ill) assorted complexes, perylene dyes,
hydroxypyrene trisulfonic acid, Reichardt’s dye, and com-
binations thereof.

11. A method of authenticating a secured article, com-
prising the steps of:

directing electromagnetic radiation to a secured article

containing an embedded gas-activated security feature
to create a first spectral emission in a first gas envi-
ronment, said security feature emitting at different
wavelengths when exposed to changes in gas environ-
ment;

initiating a change in gas environment of the security

feature; and

detecting a rate of change and/or change in intensity from

said first to a second spectral emission of the security
feature resulting from the change in gas environment;
determining a porosity of said secured article based on
said detected rate of change and/or change in intensity.

12. The method of claim 11 wherein the step of initiating
a change in gas environment of the security feature com-
prises removing gas from or injecting gas into a first gas
environment of the security feature to create a second gas
environment of the security feature.

13. The method of claim 11 further comprising the step of
comparing the differential spectral emission with an
expected spectral emission to determine authenticity of the
security article.

14. The method of claim 11 further comprising the step of
measuring a time response of the spectral emission.
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